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Executive Summary
Whether you are running NetApp ONTAP on-premises or already in the cloud, 

you need a good DR solution in place if you want to protect your data. AWS, 

Google Cloud, and Azure offer some native solutions and on-prem ONTAP 

users have their backup data centers, but both of these users could benefit 

from cloud-based DR using Cloud Volumes ONTAP. 

Disaster recover allows you to ensure you can failover your business 

operations to a secondary location and later recover and failback to your 

primary copy reliability: Cloud Volumes ONTAP makes it possible to do that 

faster and more efficiently while paying less for updates and data storage.

Benefits of using Cloud Volumes ONTAP
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Introduction
All enterprise platforms, whether on-premises or in the 

infrastructure outage. For example, a natural disaster 
such as a hurricane may cause outages at a primary 

completely out of action. In these circumstances, it is 

for most organizations due to the requirement for 
infrastructure and site independence. There are huge 

most of the time. This is where the cloud helps to lower 

forward.

NetApp Cloud Volumes ONTAP
enterprise-grade support for data replication and disaster 
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infrastructure for the setup of a DR site increases 

site up and running is so important in DR, it has its own 

frequency with which data in the DR site is updated will 

For some enterprises data is so important that in a DR 

RPO will equal zero.

Disaster Recovery 
Challenges

RPO 
Recovery Point Objective 
How much data in a time period a company can 

RTO 
Recovery Time Objective 
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to perform these operations easily is a requirement for an 

may fail to come online when it’s actually needed. To 

functioning as expected.

Finally, after completing the deployment of a DR site, it 
may seem as though it simply remains idle for much of 

peripheral requirements, such as read-only reporting or 

DR Challenges at a Glance

and regularly to the secondary 
location to ensure it is up to date.

Scheduled syncs

primary site as required.

Failover & failback

is required.

Regular testing

DR compute and storage resources 

Controlling costs
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Building Cloud-
Based DR 
Environments

Cloud DR Environment 
Building Blocks
Compute

Network

Storage

The CPU processing power that runs applications.

Cloud Compute Engine instances, and Azure Virtual 

CPU processing power and memory capacity. For 

 

DR site. 

This is usually performed through DNS, which allows a 

without requiring any client-side changes. Amazon Route 
53, Azure DNS, and Google Domains and Cloud DNS 

The repository for all the data, optimized for usage 
and costs. 

Each solution in use at the primary site would need 

user administrators to set up additional processes 

to carry out and maintain. In the next section we will 

can dramatically reduce the costs associated with the 

CloudFormation, Google Cloud Deployment Manager, 

recreate compute and other cloud resources from a 
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Cloud-Based 
DR with Cloud 
Volumes ONTAP
Cloud Volumes ONTAP is NetApp’s solution for enterprise 
data management in Google Cloud, AWS, and Azure. 

on-premises NetApp ONTAP systems, or from Google 

Volumes ONTAP, using NetApp’s replication technology, 
SnapMirror®.

up to date through incremental updates. SnapMirror 

a synchronization schedule ranging from few minutes to 
hours, at which frequency data changes from the source 

drop the source system onto the destination in NetApp 
Cloud Manager. This is a process that the Cloud Manager 

Cloud Volumes ONTAP 
Features for DR

costs

Storage tiering

to date

SnapMirror

FlexClone data clones

Easy management of all primary and DR 
systems

Cloud Manager
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Benefits of using 
Cloud Volumes 
ONTAP

NetApp Snapshot™ technology is used to create instant, 

Cloud Manager UI, which reduces the complexity of 

When using Cloud Volumes ONTAP, storage space 

no changes to client applications. In fact, SnapMirror 
replicates data in its compressed and deduplicated form, 

performance and capacity tiers as required. The capacity 

When a disaster actually occurs, storage administrators 

successfully, the new data created in the DR storage 

easy-to-use graphical user interface for performing these 

Reliable Data Protection

Cost Efficiency: 
Save Space, Save Costs

Seamless Failover 
and Failback

Allocates storage only as it needs to 

Thin Provisioning

the amount of storage space used.

Compression

utilization.

Compaction

Deduplication
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Efficient and Instant 
Testing Environment 
through Data Cloning

Orchestration and 
Automation with a Click

technology. FlexClone creates instant, zero-capacity 

interface for managing Cloud Volumes ONTAP, which 
includes setting up SnapMirror replication policies and 
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Conclusion

and the continued operation of software applications 

power outages, security threats, and natural disasters, to 

enterprise DR solution and learn from our customers how 
Cloud Volumes ONTAP for DR in these 

case studies.

Start a free 
30-day trial 
today with 
Cloud Volumes 
ONTAP

Start now

|      Disaster Recovery with Cloud Volumes ONTAP

https://cloud.netapp.com/solutions/cloud-disaster-recovery
https://cloud.netapp.com/blog/cloud-disaster-recovery-benefits-challenges-and-case-studies
https://services.cloud.netapp.com/redirect-to-login?startOnSignup=true


Disaster Recovery with Cloud Volumes ONTAP

Refer to the Interoperability Matrix Tool (IMT) on the NetApp Support site to validate that the exact product and feature versions described in this 

document are supported for your specific environment. The NetApp IMT defines the product components and versions that can be used to construct 

configurations that are supported by NetApp. Specific results depend on each customer’s installation in accordance with published specifications.

Copyright Information

Copyright © 1994–2021 NetApp, Inc. All rights reserved. Printed in the U.S. No part of this document covered by copyright may be reproduced in any 

form or by any means—graphic, electronic, or mechanical, including photocopying, recording, taping, or storage in an electronic retrieval system—

without prior written permission of the copyright owner.

Software derived from copyrighted NetApp material is subject to the following license and disclaimer:

THIS SOFTWARE IS PROVIDED BY NETAPP “AS IS” AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED 

TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, WHICH ARE HEREBY DISCLAIMED. IN NO 

EVENT SHALL NETAPP BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, 

BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) 

HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 

OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

NetApp reserves the right to change any products described herein at any time, and without notice. NetApp assumes no responsibility or liability 

arising from the use of products described herein, except as expressly agreed to in writing by NetApp. The use or purchase of this product does not 

convey a license under any patent rights, trademark rights, or any other intellectual property rights of NetApp.

The product described in this manual may be protected by one or more U.S. patents, foreign patents, or pending applications.

RESTRICTED RIGHTS LEGEND: Use, duplication, or disclosure by the government is subject to restrictions as set forth in subparagraph (c)(1)(ii) of 

the Rights in Technical Data and Computer Software clause at DFARS 252.277-7103 (October 1988) and FAR 52-227-19 (June 1987).

Trademark Information

NETAPP, the NETAPP logo, and the marks listed at http://www.netapp.com/TM are trademarks of NetApp, Inc. Other company and product names 

may be trademarks of their respective owners.

NA-000-0121

Not many partnerships are as 
tried-and-true as ours.
No need to start from scratch when you choose ePlus and NetApp for your 

data management and integrity needs. From ransomware resiliency and data 

protection to maximizing the value of hybrid cloud and integrating new 

technologies, we’ll bring broad experience mixed with strategic vision that will 

help you build upon and extend your success.

masterclass.eplus.com
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